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I. 
Purpose


The purpose of this policy is to establish guidelines governing use of the corporate electronic mail system within [Insert Company Name Here]and its subsidiaries.

II.
Policy


Electronic mail (e-mail) is an important communications tool within [Insert Company Name Here].  Corporate MIS will be responsible for all administrative activities associated with the corporate e-mail system.  Access to the corporate e-mail system is available to all shore-based employees pending the approval of their immediate supervisor.  Use of corporate e-mail by employees is to be restricted to business-related purposes only.  Information communicated through the corporate e-mail system is considered proprietary to [Insert Company Name Here]and its subsidiaries.

III.
Procedures

Naming Conventions - Email addressing will follow the format of the published alphabetical telephone list.  Aliases for a users’ name will not be used.

Address Book Administration - Names and address information on the e-mail network will be maintained by Corporate MIS.

Mailing List Administration - Group mailing lists will be maintained corporate-wide for (1) users by location and (2) the entire organization only. Users will have documentation on how to create their own mailing lists. However, Corporate MIS will not re-publish any private list to other users.

New User Set-Up - New users will be set up on the e-mail network by Corporate MIS or the LAN coordinator for the location. To request the setup of a new user or maintenance of an existing user an MIS System Service Request form should be completed by the immediate supervisor and forwarded to MIS . 


User Training - New users of electronic mail shall be provided with orientation and in-house training by the LAN Coordinator in their location.  Documentation of the e-mail system will be included in the MIS Network User Guide for reference purposes.  


Security - The corporate e-mail system allows each user to set up a unique password.  When a new user is added, a default password is assigned.  Therefore, new users are strongly encouraged to enter a unique password before they begin using the system.  Additionally, all users are encouraged to change their passwords periodically.  Doing so will preclude the possibility of their e-mail being accessed by another user.  However, correspondence transmitted via the corporate e-mail system  is considered to be the property of [Insert Company Name Here].  Therefore, while normal system security will be enforced to prevent unauthorized access, the confidentiality of e-mail on the corporate network is not ensured.


Retention of Messages - Any email message not moved to a users’ local Archive folder is automatically purged after 45 days. Purged email files cannot be recovered form backup. However, because messages take up disk space on the corporate network e-mail users are strongly encouraged to delete messages shortly after they are read unless there is a specific need to archive the message so it can be referred to later.  Users also have the option of printing any messages that need to be archived longer than the system limit of 90 days.  Refer to the MIS Network User Guide for instructions on how to delete and/or archive e-mail messages.

EMAIL Backup - Email is specifically NOT backed up by MIS with the exception of Archive files. 
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